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Abstract 
The current paper aims to propose a framework for investigating the level of acceptance of 
the users for e-government services. The proposed model consists of two main independent 
variables. The first factor is the perceived usefulness with two-constructs, namely: perceived 
usefulness and perceived ease of use. The second independent variable is trust, which has 
three sub-constructs: perceived risk, perceived privacy and perceived security. The proposed 
model hypothesizes that these variables have a positive effect on the users’ acceptance for e-
government services. The proposed model also hypothesizes that knowledge technology has 
a positive effect on the relationship between the independent and dependent variables. This 
model could help to understand the level of acceptance of the users for e-government 
services, especially that it has focused on both positive and negative factors that might 
influence the users’ acceptance of e-government services. 
Keywords: E-Government Acceptance, Perceived Usefulness, Perceived Ease of Use, 
Perceived Privacy, Perceived Risk, Perceived Security. 
 
Introduction 

The technological revolution in the last few decades in the field of technology has directed 
the life of people to new dimensions in all aspects of their life. Technological developments 
have changed the way people interact with each other using different applications and social 
platforms, which were after that used in business activities under the umbrella of electronic 
commerce (Singh & Singh, 2018). Governments have utilized such opportunities to digitize 
their services to their citizens, which became known as e-government. E-government focuses 
on facilitating the dissemination of information on websites through the Internet so that 
citizens can do their transactions through such websites easily at any time and from any place 
(Eyob, 2004; Twizeyimana & Andersson, 2019). 

 
The idea of e-government was to overcome problems faced by people related to the 

services provided by the governments. The main aim of e-government is to provide valuable 
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services to the people to facilitate their life and improve their value of everyday activities 
(Twizeyimana & Andersson, 2019). This step of moving towards e-government is helpful for 
governments to reduce their expenses for the services provided to the people, and it helps 
governments to provide more efficient public services (Alhamidah, 2007). Hence, the 
definition of e-government is the providence of government services to citizens through 
technology so that the people do not need to go to the government offices, resulting in 
speeding up in the services provided by the governments (Yildiz, 2007; Rahman, 2019).  

 
Moreover, e-government has encapsulated new dimensions beyond delivering the 

services of governments as this type of internet tools provide transparency and efficiency of 
administration (Güler, Mukul & Büyüközkan, 2019). So, the concept of e-government is not 
related to providing services to people only as it has different types of services, including 
improving businesses and employees.  
 
Acceptance Factors 

This section will discuss the proposed factors for investigating the acceptance of the users 
for e-government services. These factors are behavioral acceptance (perceived usefulness, 
and ease of use), trust (perceived risk, perceived privacy, and perceived security). 
 
Behavioral Acceptance 
Perceived Usefulness 

Perceived usefulness (PU) refers to the idea that the use of a specific technology helps to 
enhance work performance (Venkatesh et al., 2003; Jahangir & Begum, 2008; Dwivedi et al., 
2017) This concept can be explained in two ways: relying on the context, the individuals’ belief 
that adopting e-government services will benefit them more than commonly used traditional 
public service systems which means that the use of new technologies is more beneficial than 
the traditional systems. Gefen and Straub (2000) and Jahangir and Begum (2008) have added 
that the need for perceived usefulness becomes clear when there is a change in the current 
system to new and unique delivery systems. Chen and Aklikokou (2020) showed that people’s 
perceptions of the value of e-government services are connected to the number of services 
they intend to use. In Qatar, end-user contentment with mobile services has been shown to 
be highly dependent on perceived usefulness (El-Kassem et al., 2020). Attitude and intention 
are two components that can be influenced by perceived usefulness, and this has previously 
been investigated and proven as a crucial factor in the adoption of technology services 
(Santhanamery & Ramayah, 2018). 
 
Perceived Ease of Use 

Perceived ease of use, also known as effort expectancy in the UTAUT theory, is a key 
element of TAM which is associated with the extent that a potential user of a specific system 
thinks it is easy and free of effort (Venkatesh et al., 2003; Zafiropoulos et al., 2012; Dwivedi 
et al., 2017). Perceived ease of use refers to people’s idea that they would encounter no 
challenges or difficulties when utilizing new technology or systems (Hubert et al., 2019). In 
other words, new technologies and systems must be simple so that the user can easily 
understand and use it (Hubert et al., 2019). 
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Trust  
Perceived Risk 

Perceived risk is described in the context of e-government as “the citizen’s subjective 
expectation of suffering a loss in pursuit of a desirable outcome” (Räckers et al., 2013). Risk, 
according to Featherman and Pavlou (2003), is a mixture of uncertainty and the result of a 
specific circumstance. According to Dwivedi et al (2017), the dangers associated with utilizing 
a specific system, just like e-government services, are linked to the user’s feelings about it 
whether it is good or might carry some danger when using it. The study of Dwivedi et al (2017) 
employed technological risk as a construct to describe perceived risk. They argued that 
citizens determine whether to utilise e-government services by assessing the benefits and 
hazards, and citizens who believe the internet is dangerous are less likely to utilize it. The 
impact of perceived risk on performance expectations and intention to use has also been 
investigated (Martins et al., 2014). According to Zafiropoulos et al (2012), risk may have an 
indirect effect on people' intention to use e-government services in the future. 
 
Perceived Privacy  

The topic of privacy concerns is defined in many ways and assigned varied meanings in the 
literature. One popular definition is “beliefs about who has access to information disclosed 
when using the internet and how it is used” (Dinev & Hart, 2006). Several studies have been 
conducted to examine the effect of privacy issues on trust and adoption of e-government 
services. Cullen and Reilly (Cullen & Reilly, 2008), for example, explored New Zealanders’ 
worries about privacy issues and the influence of these issues on their trust in e-government 
services. They showed that most participants had poor levels of trust mostly in privacy of 
online communication but nevertheless utilized it for its practicality. The study showed that 
people trusted the government more than business enterprises. In another context, Cullen 
studied Japanese information privacy issues and showed significant differences from the 
findings of the preceding New Zealand study. The Japanese were much more concerned about 
privacy issues and had far less trust in government than New Zealanders (Cullen, 2008). 
Choudrie, Raza, and Olla (2009) explored the links between privacy, trust, and e-government 
adoption in the UK and showed that participants who were worried about their information 
privacy indicated substantially less intention to utilize e-government service than those who 
were not. 
 
Perceived Security 

Perceived security can be defined as the users' perceptions of the function and 
management of their personal data information when using an online system in general. 
Users' perceptions of a system’s security can impact their decision to utilize it. Most of the 
users are more likely to avoid using a service or a system if they believe it poses a high risk, 
particularly in terms of security (Capistrano, 2020). 

Security can be defined as the degree to which a government website protects itself 
against unauthorized access and attack (Thompson et al., 2020). As anticipated, security is of 
the utmost significance to people when it comes to online government services, particularly 
when dealing with public services including personal data and financial transactions (Blut, 
2016). Security flaws on government websites, whether they be information leaks, money 
losses, or malicious assaults, not only prevent citizens from accessing online government 
services, but it also increases citizens’ discontent with the service reliability of e systems (Li & 
Shang, 2020). Previous research has found that individuals' perceptions of the security of 
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government sites are a significant antecedent variable for e-government adoption, but also a 
significant indicator of e-government quality of service (Hu et al., 2014). 
 
Proposed Conceptual Model 

Based on the discussion above, perceived usefulness and perceived ease of use are key 
factors that increase the behavioral intention of the users to accept e-government services. 
Besides, perceived risk, perceived privacy and perceived security might increase or lower the 
level of acceptance for e-government services, which shows that trust is a key factor in 
increasing the acceptance of e-government services. also, it is expected that knowledge 
technology, which refers to the users’ knowledge of utilizing technology, might have a positive 
moderating effect on the relationship between the two independent factors (behavioral 
acceptance and trust) and the dependent variable intention to accept e-government services. 
Accordingly, the proposed model includes two main constructs that influence the acceptance 
of the users for e-government services. The first construct is behavioral acceptance, which 
includes two sub-constructs: perceived usefulness, and perceived ease of use. The second 
construct is trust, which has three sub-constructs: perceived risk, perceived privacy, and 
perceived security. Also, the moderator in the proposed model is technology knowledge. 
Figure 1 shows the proposed model for investigating the acceptance of e-government services 
among the users.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Figure 1. E-Government Acceptance Model 
 
Conclusion  

The current paper aimed to propose a model for investigate the acceptance of e-
government services. The proposed model has two main constructs, which are behavioral 
acceptance with two sub-constructs: perceived usefulness, and perceived ease of use, and 
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the second construct is trust with three sub-constructs: perceived risk, perceived security, 
and perceived privacy. The proposed model might provide a better understanding for the 
level of acceptance of e-government services since it focused on both the positive factors and 
the negative factors related to the acceptance of e-government services. Further, knowledge 
technology as a moderator might have a positive effect on the relationship between the 
independent and dependent variables. That is, the more knowledge technology the users 
have, the higher their intention will be for accepting e-government services. 
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