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Abstract 
This research explores the essential role of cryptography in securing messaging systems within 
online shopping platforms, with a focus on consumer perspectives in Malaysia. As online 
shopping becomes increasingly prevalent, the need for secure communication to protect 
sensitive information and maintain consumer trust is paramount. The study utilizes the 
Technology Acceptance Model (TAM) to examine factors influencing the adoption of 
cryptography technology among online shoppers. A survey of 150 Shopee users was 
conducted to gather insights on their perceptions of the technology's usefulness, ease of use, 
confidentiality, and non-repudiation. Data analysis using SPSS, including descriptive statistics, 
Pearson correlation, and linear regression, revealed that all four factors significantly impact 
the adoption of cryptography, with non-repudiation being the most influential. The findings 
suggest that consumers prioritize the assurance that their messages cannot be altered or 
denied, underscoring the need for strong cryptographic protections in online shopping 
platforms. However, the study faced limitations due to the COVID-19 pandemic, which 
restricted data collection to online methods. Future research should broaden the scope by 
including a more diverse demographic and geographical representation and incorporating in-
depth interviews with industry experts. These steps would provide further insights into the 
effectiveness of different cryptographic methods across various platforms and industries. 
Keywords: Online Shopping, Message System, Cryptography, Security, Consumer Trust. 
 
Introduction 
Online shopping has become a multi-billion-dollar business in the last several decades. Online 
shopping has become an ordinary activity for millions of individuals worldwide. In recent 
times, there has been a growth in the number of individuals buying products and services 
online. The experience that companies can provide their customers is one of the reasons why 
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online shopping has increased so significantly over the years. In order to offer companies, the 
same assistance and comfort as they would during the individual purchasing experience, we 
see companies adding new features and new service to online customers. (Maryam Mohsin, 
2020) 
 

First, shoppers began shifting from brick and mortar to websites. Now, they went from 
desktop shopping to mobile shopping. Shoppers utilise their mobile devices for researching 
products, comparing their costs, reading product reviews and shopping. In fact, 62% of 
smartphone users had purchased products online within the previous six months on mobile 
devices. Mobile shopping was expected to double in 2016 by 34% of all online shopping 
worldwide, as of the end of 2017. It is only logical, therefore, to try to contact customers using 
the same gadgets they acquire on online shopping platforms. So, the new mode of 
communication between the sellers and shoppers are message system. Texts and in-app 
messages used for the communication between sellers and the shoppers, advertisements, and 
even for providing suggestions and recommendations online. (Alexa Lemzy, 2018) The threats 
to security of online shopping caused chaos. Annual successful threats are up to 32.4 per cent 
for the industry. Hackers generally target administrators, shoppers and employees of online 
shopping platforms using many harmful tactics. (Jinson Varghese, 2021) In an online shopping 
platform that causes frauds, many customers reveal their original names, identification card 
numbers, telephone number and other personal information. Use of the online shopping 
platform is not usually checked by the customers and information freely shared. Cryptography 
technology may be utilised as one of the solutions to resolve this problem. 
 

Cryptography is a technology which helps to protect information by converting it into a form 
which unintended users cannot comprehend. The cryptographic communication, which can 
be read from an original human, is called plaintext, is transformed to something which an 
untrained observer would appear like gibberish by means of an algorithm or a sequence of 
mathematical operations and this gibberish is called ciphertext. Encryption is a technique 
through which plaintext is turned into ciphertext. Encryption is a key element of cryptography 
technology, although it does not cover the whole of science. The opposite of encryption is 
decryption which is a method that converts encrypted data into their original form. Encryption 
and decryption are the two functions in cryptography technology. (Josh Fruhlinger, 2020) 
 

To achieve the aims of this study, the following research objectives have been established: 
1. To define and describe the secure messaging system used in online shopping platforms. 
2. To examine the factors through which cryptography protects messaging systems on online 
shopping platforms. 
3. To determine the relationship between cryptography technology and messaging systems 
within online shopping platforms. 
 
The Application of Cryptography in Message System Among Online Shoppers 
Technology is one of the most confusing buzzwords in our society. It appears vital as an 
analytical category for our comprehension of and indeed beyond the history of all humankind. 
The term 'technology' has its origins in Indo-European root ‘tek,' which was presumably used 
to refer to the construction by wattling of wooden buildings, that is, the weaving of sticks. Tek 
is the Greek technology, which first developed abilities in wood making and quickly became 
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specialised experts, knows "how" which refers to how things that otherwise would not exist 
may be made.  
 

Cryptography is a technology of safeguarding information and communication by use of codes, 
so that the information is read and processed by those for whom it is meant. (Kathleen, 2020) 
The word cryptography technology comes from the Greek words kryptos which mean 
"hidden" and grafein which means "to write." During the history of cryptography technology, 
communications that may otherwise be intercepted were employed for hiding within 
traditional channels of communication. This is done through disclosure of the content of the 
communication to everyone other than those who have the key to disclosure. Modern 
cryptography technology uses e-mail, internet-borne information, credit card information and 
company network data to safeguard messages. (Charles Edge & Daniel O’Donnell, 2016) 
 

The message system is a component of the telephone, online or mobile communication 
services which produces text or instant messaging service. It employs defined communication 
protocols for the exchange of short text messages via fixed line and mobile telephone devices. 
Messaging is the responsibility of the message system to convey data to another application 
so that the applications may focus on the data they need to exchange rather than how to 
transmit it. This mechanism is not safe, however, during transfers from sender to receiver, 
anybody may access or change the message. (Rahman, 2016) Message system is a safe 
communication system that allow people to exchange short text messages through online or 
mobile communication services, which tends to make a messaging service for an online 
shopping platform. 
 

It may be known as a secure message where any Internet user globally may carry out secret 
and authenticated exchanges when messaging is constructed with cryptographically 
constructed methods. Secure messages do not refute the receivers, as the interactions 
documented via the secure messaging network are individually recognised. Secure 
communications are usually stored on a physically secure network or internet server, and they 
are encrypted when data is received or transmitted. The electronic message transfer across a 
software network immediately shows the message securely in a window on the recipient's 
screen. (Rahman, 2016) For instance, if a consumer sends a message to a seller in Shopee about 
purchasing a product, and Shopee implements a cryptographic system on its site, then the 
message will be secured between the customer and seller only. 
 
Importance of Cryptography 
Cryptography technology encrypts the message and decrypts the message from the recipient's 
side before transmitting it. In this way, even if it is intercepted while delivering a message 
across the network, it is unreadable. This method allows users to transmit encrypted 
communications via chats, to encrypt or to decrypt communications without sending them. A 
hidden message is encoded in the chip text using an appropriate cryptography technology 
type via random placement. This procedure is quite useful and strong. It helps to confirm 
that a secret key is valid by comparing it to the genuine secret key of the message when it is 
extracted from the chip where the key is inserted. (Ghazy Assassa et al, 2009). 
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Many in online exchange their privacy and secrets. Whether or not they like it, their digital 
imprint is online. Specifically, anything they say is generally unencrypted and accessible to 
manipulation by cyber criminals. Cryptography is to identify techniques of protecting sensitive 
or secret information is therefore urgently required. The key for internet security lies on 
effective encryption and decoding of data. In this way, information has to be converted to an 
unreadable format so that only those permitted to do so may be secured and accessed. 
(Muharrem Tuncay, 2019) 
 
Factors That Cryptography Has to Protect The Message System in The Online Shopping 
Platform 
Besides that, this model is an expansion of the Theory of Reasoned Action (TRA) and Theory 
of Planned Behaviour (TPM) by Fishbein and Ajzen in 1975. Consequently, two significant 
believes formed the TAM. (Jose Carlos et al, 2017) The TAM model simultaneously defines the 
intention of potential use to embrace a new technology in the perceived usefulness (PU) and 
perceived ease of use (PEOU). 
 

Furthermore, Davis defines perceived usefulness as "the degree to which an individual 
believed that a system would improve his or her work performance". In the case of 
cryptography technology, it might be viewed to be advantageous in fields such as online 
shopping. (Nicole Jonker, 2019) If customers think that the system is beneficial for success, 
they are more inclined to deploy it faster in the business. (Redzuan et al, 2016) A system with 
a highly perceived usefulness feels that a user has a positive association between uses and 
performances. Perceived ease of use defined as "the degree to which a person thought it 
would be easy to utilise a specific system." by Davis. (Nicole Jonker, 2019) The use of 
cryptography technology should not involve excessive customer effort. The technology should, 
for example, be clear to grasp from the start. The message system, on which the cryptography 
technology operates, is a well disseminated and used technology also has to be noticed. 
 

In addition, according to TAM, perceived usefulness (PU) and perceived ease of use (PEU) have 
an effect on the attitude towards system use that affect the behavioral intention to use a 
system that, in turn, defines the actual use of the system. The model is highly important for 
the study as it provides the basis for building the cryptography technology model. It is a theory 
that the study theoretically fills the gap between cryptography technology transmissions in a 
safe manner. (Laszlo Reynolds & Johnson Winks, 2021). 
 
Method Participants 
The researcher determines the sample size using the sample-to-item ratio, as outlined by 
Mumtaz Ali Memon et al. (2020). This method dictates that the ratio should be no less than 5-
to-1, meaning that for every item or question in the study, there should be at least five 
respondents. For example, to study 24 items or questions, a minimum of 150 respondents is 
required. Consequently, the survey will be conducted among 150 online shoppers across 
Peninsular Malaysia, focusing on individuals who have used messaging systems within online 
shopping platforms. These respondents have been specifically selected based on their 
experience with both online shopping and the messaging systems in question. The selection 
of appropriate sampling design is crucial for identifying the population and sample necessary 
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for the research. Therefore, purposive sampling was employed to target online shoppers in 
Peninsular Malaysia for participation in the study. 
 
Procedure and Measures 
The researchers employ a data collection questionnaire as their primary research strategy to 
obtain quantitative insights from a sample population, which will then be analyzed, evaluated, 
and summarized. The questionnaire was a structured into three distinct sections: the first will 
gather demographic information about online shoppers, the second will focus on dependent 
variables related to messaging systems, and the third will address independent variables 
concerning cryptography. To capture detailed attitudes and opinions, a 5-point Likert scale 
will be used, ranging from (1) strongly disagree to (5) strongly agree. This scale allows for more 
nuanced responses than simple yes/no questions, providing a better understanding of 
respondents' views on the subject. The questionnaire was distributed to 150 online shoppers 
across Peninsular Malaysia via Google Forms. To ensure the accuracy and reliability of the data 
collected, the researchers will conduct a pilot test with 30 respondents. This pilot testing was 
evaluated the validity and reliability of the instrument, focusing on aspects such as 
cryptography, perceived usefulness, and ease of use. Despite using established tools from 
peer-reviewed sources, this piloting process is crucial for confirming the questionnaire's 
effectiveness and ensuring that it captures meaningful and reliable data before full-scale 
distribution. 
 

Data Analysis 
The popular statistical software packages, such as SPSS (Statistical Package for the Social 
Sciences), often default to analyzing simple random samples. However, specialized modules 
or procedures are available for analyzing complex sample data, such as those provided by SPSS 
(Danjie Zou et al., 2020). The researcher use SPSS version 26 to conduct statistical analysis, 
manipulate, and summarize the data. SPSS, a commercially distributed software suite 
developed and marketed by IBM, offers versions for Windows, Mac, and Linux, with major 
upgrades released approximately every two years (Felix Frey, 2017). The software includes 
tools for creating charts and graphs, along with standard statistical methods. The analysis 
involves three main tools: descriptive analysis, pearson correlation, and linear regression 
analysis.  
 

Descriptive Analysis involves creating basic frequency distributions and summarizing data into 
single statistics that represent the entire dataset. Descriptive statistics, including measures of 
central tendency like the mean, median, and mode, offer a summary of the data's key features 
(Ray Cooksey, 2020). 
 
Pearson Correlation Analysis is used for data that follows a bivariate normal distribution, 
measuring the strength and direction of a linear relationship between two variables. The 
Pearson correlation coefficient ranges from –1 to +1, with 0 indicating no correlation and 
values approaching ±1 indicating a stronger linear relationship (Schober et al., 2018). This 
analysis assesses the relationship between cryptography and messaging systems in online 
platforms. 
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Linear Regression Analysis is based on statistical principles such as sampling, probability, and 
hypothesis testing (Chuda Dhakal, 2018). This method used to determine how independent 
variables such as perceived usefulness, perceived ease of use, confidentiality, and non-
repudiation that affect the dependent variable of secure messaging systems in online 
shopping platforms. The researcher will use regression analysis in SPSS version 26 to evaluate 
these effects. 
 
Results and Discussion 
The first component, Section A, has questions about ‘Age’, ‘Gender’, ‘Employment Status’, ‘In 
which state do the respondents live’, and ‘Can secure message system in online shopping 
platform described as an internet or mobile communication service that allows customers to 
send short text messages in a safe and secure manner’. Followed by Section B, a dependent 
variable that focuses on ‘Securing message system among online shoppers.’ Furthermore, 
Section C as the last section, which was an independent variable that consists of the ‘Factors 
that cryptography technology usage has to protect the message system in the online shopping 
platform’ have been discussed. 
 

Demographic analysis is to find out who uses the messaging systems in online shopping 
platform. There were 150 respondents who completed the questionnaires and their basic 
demographic information was analysed. As shown in table 1, the highest customer using this 
application was aged between 19-29 years old. According to Aaron Smith and Monica 
Anderson in 2016, when it comes to making purchases online, over 90% of young adults 
between the ages of 18 and 29 have done so because the use of smartphones and social media 
platforms to participate in commercial activity is highly common among teenagers in 
particular. Individuals from this age group has the power to negotiate, willing to spend more 
time and money in online buying and extremely active in online activities. According to Kasasa 
in 2021, individuals aged from 19- 29 years old are from the Gen Y and Gen Z. Those from Gen 
Y and Gen Z shop online at a higher rate than individuals from older generations. Web-enabled 
gadgets are used by individuals from this generation in practically every area of their lives, 
even when shopping in physical locations. The ease of omnichannel accessibility throughout 
their shopping trip is demanded by 68 percent of Generation Y and Generation Z, which implies 
having an integrated experience that can seamlessly convert their consumer data from a 
smartphone, to a laptop, to a local store, and back again.  
 
This proved the reason why the researchers choose the respondents from this age groups. 
Furthermore, most of the online shoppers were the female based on this research. According 
to Dasha M (2019), in general, a significantly higher proportion of females than males choose 
to purchase online which represents 72% of female, 68% male. The explanation for this is that 
females love the buying experience as a whole and tend to spend more time shopping online 
than males.  It explained why the majority of my respondents was female. Besides that, the 
“Others in this question refers to people from the LGBTQ community because they also play 
important part in online shopping. Moreover, when compare to other employment status, 
students had the highest frequency which was 101 out of 150. 
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Table 1 
Respondent Profile 
Demographic Dropdown Frequency Percent (%) 

 
 
Age 

18 years old and below 19-29 years old 
30-39 years old 
40-49 years 
50 years old and above 

6 
131 
2 
5 
6 

4.0 
87.3 
1.3 
3.3 
4.0 

 
Gender 

Male Female 
Others 

30 
119 
1 

20.0 
79.3 
0.7 

 
 
Employment Status 

Student Working 
Housewife/Househusband Retired 
Others 

101 
40 
4 
1 
4 

67.3 
26.7 
2.7 
0.7 
2.7 

 
 
 
In which state do you live? 

Perlis Kedah Kelantan Terengganu 
Pahang 
Pulau Pinang Melaka 
Negeri Sembilan Perak 
Selangor Kuala Lumpur Johor 

4 
8 
10 
5 
9 
5 
11 
7 
6 
58 
10 
17 

2.7 
5.3 
6.7 
3.3 
6.0 
3.3 
7.3 
4.7 
4.0 
38.7 
6.7 
11.3 

Can secure message system 
in online shopping platform 
described as an internet or 
mobile 
communication service that 
allows customers to send short 
text messages in a safe and 
secure manner? 

 
 
Yes No 

 
 
146 
4 
 
 
 

 
 
97.3 
2.7 

 
According to Heri Kuswanto (2019), the Association of Internet Service Providers (APJII) 
showed that 89.7% of students engaged in online shopping, placing them as the top users in 
terms of proportion of the total population of internet users. This was due to the fact that a 
student's desire to engage in online shopping heavily influenced by his or her social circle and 
surrounding environment. They are most likely to be affected by external variables such as 
friends and individuals in their circle. On the other hand, ‘Others’ refers to other categories 
such as unemployed, blacklisted people, and waiting for jobs. The researcher included the 
‘Others’ category because even individuals in that category shops online regularly. Apart from 
that, most online customers were from the state of Selangor. According to the Department of 
Statistics Malaysia (DOSM), the state of Selangor has the highest proportion of customers on 
online shopping platforms in 2019. The numbers, according to the agency, were gathered 
through a survey performed in 2019 among eight million households across the country. Based 
on the statistics, 2.22 million households in Selangor spent money on online shopping 
platforms over the span of the last several years. That was reason why most of my respondents 
are from Selangor. 
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There has never been a greater demand for online shopping. Online shopping had become 
more popular as a result of the growth of e-commerce and the resulting demand from 
customers for it. Online shopping is growing more diversified. Online shopping has become 
immensely simple and convenient in part because of the rapid advancement of technology. The 
online storefront also provides a broader variety than a single storefront, allowing customers 
to access products and services that may not be accessible in a local physical shop. 
Furthermore, as a result of the epidemic, everything had been moved online in order to 
prevent people from coming into touch with one another. The majority of consumers had 
begun to utilise an online shopping platform. The purpose of this study was to determine the 
usage of cryptography technology in message system among female online shoppers. 
Perceived usefulness (PU), Perceived Ease of Use, Confidentiality and Non-Repudiation, the 
independent variables derived from prior research, was used to identify a secure message 
system in order to find the solution to the research problem that was described in this study. 
Objective 1: To understand the role of the secure message system in online shopping platform. 
Objective 2: To study the factors of cryptography technology usage that effect the message 
system in the online shopping platform. 
 

Objective 3: To identify the relationship between the usage of cryptography technology and 
message system in online shopping platform. 
In order to study the relationship between the independent and dependent variables, a 
hypothesis was also developed. On the basis of the hypothesis, the relationship between 
perceived usefulness (PU), perceived ease of use (PEOU), confidentiality (C), and non-
repudiation (NR) with securing message system among female online shoppers(S). In this part, 
the hypothesis was tested in order to analyse the connection between the independent and 
dependent variables in order to meet the research goals in this study. As a result, the 
outcomes were examined in order to determine whether or not the study was successful in 
achieving the goal. 
 
The questionnaire data was utilised to determine the first objective, which was achieved by 
using the descriptive statistics. Data are often averaged to determine central tendency (NCSS 
Statistic, 2016; Manikandan, 2015). Therefore, the nominal scale which was ‘Can secure 
message system in online shopping platform described as an internet or mobile communication 
service that allows female online shoppers to send short text messages in a safe and secure 
manner’, with answers of Yes or No as the answers to the question that the consumer replied. 
The result of the descriptive statistics that showed on Table 2 was the description of the secure 
message system in online shopping platform. By answering 'Yes', 146 respondents (97.3%) 
agreed that secure message system plays a role as an internet or mobile communication 
services that lets female online shoppers send short text messages over an online shopping 
platform in a way that is safe and private. According to Jack Chen et al (2014), a secure 
message system is a method of encrypting and protecting sensitive information. In this case, 
the data protected using a server-based solution that prevents data from being shared to 
others in violation of rules and regulations. A secure message system for female online 
shoppers is a type of internet or mobile communication service that allows female online 
shoppers to exchange brief text messages in a protected way. 
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Table 2 
The role of the secure message system in online shopping platform. 
  Frequency Percent Valid Percent Cumulative 

Percent 
Valid No 4 2.7 2.7 2.7 
 Yes 146 97.3 97.3 100 
 Total 150 100.0 100.0  

 
The second objective, based on the survey results from Table 3, was achieved through the use 
of mean score analysis. The mean of the question that the consumer responded that was 
connected to the dependent variable on a Likert scale from 1 to 5, with the responses being 
strongly disagree (1), disagree (2), neutral (3), agree (4), and strongly agree (5). The variable 
that studies the factors that cryptography technology usage has to protect the message 
system in the online shopping platform is shown in table above as the outcome of mean score 
analysis. 
 

Perceived usefulness had a mean score of 4.73, perceived ease of use had a mean score value 
of 4.67, confidentiality had a mean value of 4.73 and lastly, non-repudiation had a mean value 
of 4.75. Respondents agree that all four factors of cryptography technology usage effect the 
message system in online shopping platform. Non-repudiation is the factor that related more 
compare to other factors since it has the highest mean value which was 4.75. According to 
previous research, female online shoppers who believed that cryptography technology with 
non-repudiation is favourable to success are more likely to install it sooner in the online 
shopping platform. Furthermore, according to Redzuan (2016), a system with a non- 
repudiation factor considers that a user has a favourable relationship between uses and 
performance. Besides that, Nicole Jonker (2019),  another study found that non-repudiation 
has a mediating function in the relationship between the usage of cryptography technology 
and message system. Apart from that, there was many articles that identical in content and 
the outcomes of perceived usefulness, perceived ease of use, confidentiality and non-
repudiation are significant since it assists sellers give what the female online shoppers wants. 
 

Table 3  
The factors of cryptography technology usage that effect the message system in the online 
shopping platform. 
 N Mean 

PU      150 4.7333 

PEOU 150 4.6767 
C 150 4.7317 
NR 150 4.7511 
Valid N (listwise) 150  

 
H1: There is significant relationship between perceived usefulness in cryptography technology 
to protect the message system in the online shopping platform. According to the findings of 
coefficient table 4, perceived usefulness had a statistically significant value of 0.000, which 
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was much lower than the of 0.05. This study's findings revealed a correlation between the 
independent variables (PU) and the dependent variable securing message system among 
female online shoppers. Nicole Jonker (2019) stated that perceived usefulness in cryptography 
technology had a significant effect on securing message system among female online 
shoppers. By using cryptography technology in areas like online shopping might be a positive 
development. Furthermore, female online shoppers believed that a system is effective to their 
success are more likely to have it implemented in their company sooner rather than later. A 
system with a high perceived usefulness believes that a female online shopper has a positive 
connection between usage and performance. Since cryptography technology has a factor that 
could protect message system, cryptography technology and message system have a positive 
relationship. 
 

H2: There is significant relationship between perceived ease of use in cryptography technology 
to protect the message system in the online shopping platform. Based on the results of 
coefficient table, it showed the perceived ease of use had 0.000 significant value which the 
value is lower than 0.05. According to these results, there was a relationship between 
independent variables, PEOU and dependent variable, securing message system among 
female online shoppers. Based on Nicole Jonker (2019), the usage of cryptography technology 
should not need an excessive amount of effort on the part of the consumer. For example, the 
technology should be simple and easy to understand from the beginning. It should also be noted 
that the communication system, on which the cryptography technology is based, is a widely 
spread and utilised technological system. Female online shoppers’ perceptions of how simple 
it is to learn a new technology are relevant in the context of the secure message system. This 
proved that cryptography technology had perceived ease of use as a factor to protect the 
message system. 
 

H3: There is significant relationship between confidentiality in cryptography technology to 
protect the message system in the online shopping platform. Based on the results of 
coefficient table, it showed the confidentiality had 0.037 significant value which the value is 
lower than 0.05. According to these results, there was a relationship between independent 
variables, confidentiality and dependent variable, securing message system among female 
online shoppers. According to Stanford in 2019, in order to protect texts in the message 
system, cryptography technology is used. Most people use cryptography technology because 
the messages they’re sending are meant to be private. It shows that confidentiality is 
important in cryptography technology because female online shoppers prefer to use the 
message system which is confidential. Therefore, it means confidentiality in cryptography 
technology has a relationship to protect the message system in the online shopping platform. 
 
H4: There is a significant relationship between non-repudiation in cryptography technology to 
protect the message system in the online shopping platform. Based on the results of 
coefficient table, it showed the non-repudiation had 0.023 significant value which the value is 
lower than 0.05. According to these results, there was a relationship between independent 
variables, non-repudiation and dependent variable, securing message system among female 
online shoppers. As stated by Muhammad Kuliya in 2020, cryptographic non-repudiation is an 
assurance that an entity cannot claim ownership of a prior undertaking or activity. Female 
online shoppers preferred to use cryptography technology that has non-repudiation because 
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electronic messages cannot be denied if non-repudiation is in a system, proving that non-
repudiation in cryptography technology has a connection to protect the message system in the 
online shopping platform. 
 
Table  4 
The relationship between the usage of cryptography technology and message system in online 
shopping platform 
Model  Unstandardized 

B 
Coefficient 
Std. Error 

Standard 
Coefficients 
Beta 

t Sig. 

1 (Constant) .655 .206  3.186 .002 
 PU .499 .101 .408 4.165 .000 
 PEOU .394 .100 .426 3.953 .000 
 C .378 .180 .358 2.100 .037 
 NR -.327 .143 -.292 -2.292 .023 

a. Dependent Variable: DV 
 
Limitations and Future Directions 
The study faced several limitations, particularly in data collection, largely due to the COVID-
19 pandemic. When the researchers began distributing the questionnaire, the world was 
under movement restriction orders, urging people to stay at home. Consequently, the 
researcher relied solely on Google Forms to distribute the survey, which made it challenging 
to reach the target of 150 respondents. This limitation presented significant challenges, as 
using only an online platform like Google Forms made it difficult to gather sufficient data 
during the pandemic's Movement Control Order (MCO). 
 

The study employed non-probability purposive sampling with a sample size of 150 
respondents. However, the difficulty in reaching this number through online means alone may 
have affected the adequacy of the sample in representing the target population. Although the 
researcher managed to collect data from 150 respondents, the findings might not fully reflect 
the awareness of cryptography in messaging systems among female online shoppers. 
Additionally, the respondents came from diverse backgrounds, and some may have struggled 
with reading and understanding English. The language and sentence structure used in the 
questionnaire might have been confusing for some participants, leading to poor responses 
from this minority group. As a result, the data collected could be inaccurate or fall short of the 
research objectives. While many respondents were aware of cryptography, they were often 
unable to explain its meaning or provide examples of how it applies in their daily lives. 
Researchers recommend that future studies explore additional key factors of cryptography 
beyond perceived usefulness, perceived ease of use, confidentiality, and non-repudiation. 
Expanding the range of independent variables could provide deeper insights into how 
cryptography can protect messaging systems and encourage online shopping, especially 
during periods like the COVID-19 pandemic. Future research should also aim to gather data 
from all states in Malaysia to enhance the accuracy of demographic studies. Educating female 
online shoppers about the importance of secure messaging systems and providing them with 
additional knowledge could improve the relevance of the findings. 
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Moreover, conducting surveys in person is recommended for future research. The researcher 
notes that online distribution can make it difficult to verify the accuracy of the sample size. 
There is a risk that respondents may not thoroughly read the questionnaire and might provide 
random answers, leading to inaccurate data. To address this issue, researchers could benefit 
from using a method that allows for direct distribution of survey questionnaires, ensuring the 
integrity of the sample size. Additionally, future studies could investigate the use of 
cryptography in companies or businesses, focusing on how employers and employees 
perceive its effectiveness in safeguarding company data. Research could also identify which 
cryptographic methods are most suitable for various industries and online shopping platforms. 
Lastly, incorporating interviews into the survey process is suggested. By interviewing 
individuals knowledgeable about cryptography, researchers can obtain more detailed and 
reliable information. This approach would allow for more comprehensive answers to 
questions related to cryptography, ensuring data is collected from trustworthy sources. 
 

Conclusion 
The researcher successfully identified how the use of cryptography technology protects 
messaging systems among female online shoppers. Data collection focused on female 
consumers in Peninsular Malaysia who purchase products or services through online shopping 
platforms. The study aimed to evaluate the impact of cryptography technology on messaging 
security for these shoppers, providing insights into how secure messaging systems can 
enhance online shopping experiences. The research, based on surveys and questionnaires, 
helps understand the protective factors of cryptography technology in safeguarding 
messaging systems. Businesses need to adapt to the digital landscape and leverage technology 
to create distinctive and memorable experiences that can foster consumer loyalty. Future 
research should examine the role of cryptography technology in various companies and 
businesses, assessing employee and employer beliefs about its effectiveness in protecting 
data. Studies could explore which cryptography technologies are most suitable for companies 
and online shopping platforms. Additionally, incorporating interviews with experts on 
cryptography technology could offer deeper insights into its functionality and effectiveness. 
Given the current lack of research on cryptography in online shopping platforms, this study 
contributes theoretically by establishing a foundation for future exploration in this area. 
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